**Identity mitigation strategies**

From best to worst:

**Avoidance**

* Avoid using certain social media, not registering, not filling form
* Deprives advantages of modern living and internet
* Not always possible
* The less info that is out there, the less vulnerable you are

**Compartmentalisation**

* Using aliases for different socials

**Content**

* Always carefully consider the info released

**Audience**

* Keeping personal and professional separate
* Using Facebook for friends and family, then using LinkedIn for work friends

**Open**

* Using a real identity, being transparent and authentic

**Custom**

* Using a combination of the above strategies

[eff.org](http://eff.org/)

**Decentralised social networks**

* Friendica
* Gnu social network
* Diaspora

**Bugmenot.com**

* Shared usernames and passwords that you can use to sign into websites that need a sign up

**Geurillamail**

* Randomly generated **disposable** email addresses
* Mailinator
* Mytrashmail
* Mail expire
* Tempinbox
* Trash-mail
* Dispostable
* Crapmail.dk

**Temporary emails**

* Anon box
* Freemail.ms
* 10minutemail
* Get airmail
* Dontmail.net
* Migmail.net

Anonymity over security

Anyone that has access to these credentials can read the emails e.g., the email generator

Could even create an email specifically for registering or throwaway emails

**Recieve-SMS-online**

* Used to receive SMS registration codes